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Privacy Notice – IIS application    
We, Mölnlycke Health Care AB, with company reg. no. 556547-5489, are responsible as 
data controller for the processing of your personal data that is collected for the purpose of 
evaluating and administrating the Investigator Initiated Study (“IIS”) proposal submitted via 
our IIS portal on our corporate web. 

All references in this privacy notice to "we", "us" and "our" shall be considered a reference 
to Mölnlycke. You can find our contact information at the end of this information notice. 

We have appointed a chief privacy officer, who is available for all matters relating to the 
processing of your personal data and the exercise of your rights under data protection 
legislation. The chief privacy officer can be contacted via the contact information at the end 
of this information notice.  

 

What categories of personal data do we process, for what purpose and on what 
legal basis do we base our processing of personal data?  

The personal data processed by us consist of information collected from you in connection 
to the IIS admission procedure. As part of your concept proposal, you will be asked to 
include information that is necessary in order for us to assess your submission.  

 

What we do and why: The personal data that we process:  

Selection of investigator by registering 
investigator’s personal data in order to be 
able to select the right candidates for our 
grants.  

 

 

 

 
 

We will process your: 

• First and last name 

• Contact details: e-mail address, address and 
telephone number 

• Application documents such as CV 

• Information provided about your previous 
research. 

 

Our legal basis for processing:  

Legitimate interest: Where our legitimate interest is to make it possible for us to evaluate your 
application in order to make decisions regarding grants, and contact you during the process. 

How we share and transfer your data: 

We will share your personal data with the following recipients: 

• Our Evidence Strategy Board (“ESB”); and,  

• Our Global Review IIS Committee (“GRIC”). 

We will transfer your personal data to our Mölnlycke affiliates which are established in countries 
outside the European Union (“EU”)/European Economic Area (“EEA”), for the purpose of sharing 
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information about your application within our company group. Such countries outside EU/EEA 
include: Australia, Brazil, Canada, China, India, New Zealand, Singapore, South Korea, Thailand, 
US, South Africa, Mexico, Benin, Ghana, Rwanda, Nigeria, United Arab Emirates, Malaysia, Saudi 
Arabia, Egypt. 

How long we keep your data: 

We will keep your personal data for eight (8) weeks for the purpose of assessing the proposal. If 
we choose to approve your proposal, we will process your personal data for the time until your 
proposal is published, and thereafter for maximum of two (2) years. If your proposal is rejected, 
we will immediately delete your personal data.   

Transfer of personal data outside of EU/EEA? 

We will transfer your personal data, in accordance with what is stipulated in the tables 
above, to our affiliates who are located or have business activities in countries outside the 
EU or EEA. In such cases, we are responsible for ensuring that the transfer is made in 
accordance with applicable data protection legislation before it occurs, e.g., by ensuring 
that the country in which the recipient is located ensures an adequate level of data 
protection according to the European Commission, or by ensuring appropriate safeguards, 
based on the use of standard contractual clauses that the European Commission has 
adopted and other appropriate measures to safeguard your rights and freedoms.  

You may access a list of the countries that the European Commission has decided provide 
an adequate level of data protection at this link. 

You may access the European Commission’s standard contractual clauses at this link.  

 

Your rights  

In this section we describe your rights as a data subject. You can exercise them by 
contacting us using the contact information at the end of this document. Please note that 
not all rights listed below are absolute and there are exemptions which can be valid. Your 
rights are the following: 

• Right of access   

You have the right upon request to get a copy of your personal data which we process and 
to get complementary information regarding our processing of your personal data.  

• Right of rectification  

You have the right to have your personal data rectified and/or complemented if they are 
wrong and/or incomplete.  

• Right to erasure 

You have the right to request that we erase your personal data without undue delay in the 
following circumstances: (i) the personal data is no longer necessary in relation to the 
purposes for which they were collected or otherwise processed; (ii) you withdraw your 
consent on which the processing is based (if applicable) and there is no other legal basis 

http://ec.europa.eu/justice/data-protection/international-transfers/adequacy/index_en.htm
https://eur-lex.europa.eu/legal-content/en/TXT/?uri=CELEX%3A32021D0914
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for the processing; (iii) you object to our processing of personal data, and we do not have 
any overriding legitimate grounds for the processing; (iv) the processed personal data is 
unlawfully processed; or (v) the processed personal data has to be erased for compliance 
with legal obligations.  

• Right to restriction 

You have the right to restrict the processing of your personal data in the following 
circumstances: (i) you contest the accuracy of the personal data during a period enabling 
us to verify the accuracy of such data; (ii) the processing is unlawful, and you oppose 
erasure of the personal data and request restriction instead; (iii) the personal data is no 
longer needed for the purposes of the processing, but are necessary for you for the 
establishment, exercise or defence of legal claims; or (iv) you have objected to the 
processing of the personal data, pending the verification whether our legitimate grounds for 
our processing override your interests, rights and freedoms.  

• Right to data portability 

If your personal data has been provided by you and our processing of your personal data 
is based on your consent or on the performance of a contract with you, you have the right 
to receive the personal data concerning you in a structured, commonly used and machine-
readable format in order to transmit these to another service provider where it would be 
technically feasible and can be carried out by automated means. 

• Right to object 

You have the general right to object to our processing of your personal data when it is based 
on our legitimate interest. If you object and we believe that we may still process your 
personal data, we must demonstrate compelling legitimate grounds for the processing 
which override your interests, rights and freedoms, or for the establishment, exercise or 
defence of legal claims. 

• Right to object to direct marketing 

You have the right to at any time object to processing which is done for the purpose of direct 
marketing. If you object to such processing, we will no longer process your data for such 
purposes.  

• Right to withdraw consent 

When our processing of your personal data is based on your consent, you have the right to 
withdraw your consent at any time. Please note that the lawfulness of any processing based 
on your consent before its withdrawal is not affected by the withdrawal. 

Complaints to the supervisory authority  

The supervisory authority in Sweden is ‘Integritetsskyddsmyndigheten’. If you believe 
that our processing is performed in breach of applicable data protection legislation, we 
encourage you in first-hand to contact us in order for us to oversee your complaints. You 
may at any time also file a complaint with the supervisory authority in Sweden, or with your 
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local supervisory authority in the EU member state where you are located. You can find 
contact details to each local supervisory authority by visiting this link.  

Contact us 

If you have any questions about the processing of your personal data or want to exercise 
any of your rights, please contact us through Mölnlycke Health Care AB’s Chief Privacy 
Officer at e-mail address: privacy@molnlycke.com, or the local data protection officer in the 
country in which you submit your proposal: 

Italy, at e-mail address data.protection.italia@molnlycke.com  

Germany, at e-mail address datenschutz@molnlycke.com  

 

https://edpb.europa.eu/about-edpb/about-edpb/members_en
mailto:privacy@molnlycke.com
mailto:data.protection.italia@molnlycke.com
mailto:datenschutz@molnlycke.com
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